
People who use this application (“app”) receive an ID number to protect their privacy. Their names are 
not collected at any point. When research related to this application is completed, participants receive a 
subject ID number on assessments and study questionnaires. When this research is discussed or 
published, no one will know that the specific people who used this app were in the study.  
 
De-identified data may also be shared with other researchers around the world or with a publicly 
available data archive.  In such cases, we remove any potentially identifiable information from the data 
that would indicate any connection to participants.   
 
A federal government rule has been issued to protect the privacy rights of patients.  This rule was issued 
under a law called the Health Insurance Portability and Accountability Act of 1996 (HIPAA).  This rule is 
designed to protect the confidentiality of  personal health information.  Personal health information is 
information about you that could be used to find out who a person is.  For research studies related to 
this application, this includes information collected during the study. 
 
This Data Privacy Statement explains how personal health information will be used and who it will be 
given to (“disclosed”) for research studies.  It also describes privacy rights, including people’s right to see 
their own personal health information. 
 
By signing the consent document for studies related to this application, people will give permission 
(“authorization”) for the uses and disclosures of de-identified personal health information that are 
described in this Data Privacy Statement.  If people who use this application do not want to allow these 
uses, they should not use this application. 
 
If individuals agree to participate in research studies related to this application, their personal health 
information will be used and disclosed in the following ways: 

 

• The investigator will use the information collected during the study to conduct the study. 

• Study data that does not directly identify them may be published in medical journals or shared 
with others as part of scientific discussions. 

• Their de-identified study data may be held and processed on computers. 
 
People who use this application may cancel their authorization at any time by providing written notice to 
the investigator.  If they cancel their authorization, the investigator will no longer use or disclose their 
study data in connection with this study, unless the study investigator needs to use or disclose personal 
health information to preserve the scientific integrity of the study.  If individuals cancel their 
authorization, they will no longer be able to participate in studies associated with this application.  
However, if they decide to cancel their authorization and withdraw from the study, they will not be 
penalized or lose any benefits to which they are otherwise entitled. 
 
Authorization for the use and disclosures described in this Data Privacy Statement (DPS) does not have 
an expiration date. 
 


